
4.1 Common IT Service Lifecycle Processes

SMM 4.1.3 – Service Design

Takes business requirements and creates services, their supporting practices, and management tools, which meet business demands for quality, reliability, and flexibility.          The purpose of Service Design is to design IT Services, together with the governing IT practices, processes, and policies, to realize VITA 

and COV agencies’ strategy.          And to facilitate the introduction of these services into supported environments ensuring quality service delivery, customer satisfaction, and cost-effective service provision.          The ultimate objective is to design IT Services so effectively that minimal improvement during their 

lifecycle will be required.          Covers alignment of IT Services and solutions with business requirements; principles of Service Design; the concept of a Service Design Package; and the methods, practices and tools to achieve excellence in Service Design.          This applies to associated Services, Service 

Management processes, technology and people supporting the ITISP, as well as all Integrated Suppliers. 

SMM 4.1.3.1 – Solution Design Management (SODM)

Purpose is ensuring goals and objectives of the Service Design Lifecycle are met by providing and maintaining a single point of coordination & control for all activities & processes within this stage of the service lifecycle.           The scope of the Solution Design Management process includes all design activity, 

particularly all new or changed Solutions that are being designed for transition into (or out of, in the case of a retirement) the live environment.             Objectives are:   1) Provide Solution Design services;     2) Ensure consistent design of appropriate services, Service Management info systems, architectures, 

technology, processes, info, & metrics to meet current / evolving business outcomes & reqs;     3) Coordinate all Solution & Service Design Package (SDP) development activities across projects, changes, suppliers, and support teams, and manage schedules, resources, and conflicts;       4) Plan & coordinate 

resources & capabilities required to design new or changed services;     5) Produce Solutions based on Solution Requests;     6) Ensure appropriate Solutions and/or SDPs are produced and they are handed over to service transition as agreed;      7) Manage quality criteria, reqs, and handover points between 

Service Design, Service Strategy, and Service Transition;     8) Ensure all service models & solutions conform to VITA-approved strategic, architectural standards, governance, and other corporate reqs;     9) Improve effectiveness & efficiency of service design activities & processes;     10) Ensure all parties adopt a 

common framework of standard, reusable design practices in the form of activities, processes, and supporting systems, whenever appropriate;     11) Monitor & improve the performance of Solution Design;     12) Provide technical leadership and integration services across Service Tower Suppliers;     13) 

Consolidate design work for Solutions that cross service towers;     14) Implement & manage the process for fulfilling technical solutions requests from Supplier and Service Tower Supplier solution design personnel (e.g., architects, technical leads, engineers);     14) Reuse existing services as much as possible in 

new Solutions;     15) Capture & document previous Solutions for re-use;     16) Provide recommendations for making Solutions into Standard Service items and inclusion into the Service Catalog System;     17) Monitor and enforce adherence to the Technology Plan and VITA Rules;     18) Manage & track the 

exception process for alternative Solution Designs in compliance with the SMM, VITA Rules, and ITISP policies;     19) Provide recommendations for improved adoption of standard Solution Designs provided as services in the Service Catalog, as part of the Service Strategy Main Processes;     20) Facilitate the 

capture & validation of Solution business and technical requirements from Customers;     21) Ensure Solution design appropriately addresses total costs, implementation times, and risks;     22) Facilitate approval of Solutions by VITA & Customers;     23) Establish, track, and manage Standard Solution Designs in 

the Managed Environment with approval from VITA & ITISP Governance for all new service offerings and significant changes to existing services.          

SMM 4.1.3.2 – Service Catalog Management

To provide and maintain a single source of consistent info on all active and approved services in operation, those being prepared for operational deployment for customer use, and to ensure it is widely available to those authorized to access it.          The objectives of the Service Catalog Management process are to:   

1) Manage the information contained within the service catalog;     2) Ensure that the service catalog is accurate and reflects the current details, status, interfaces and dependencies of all services in deployment, or being prepared for deployment, in the live environment, according to the defined policies;     3) Ensure 

that the service catalog is made available to those approved to access it in a manner that supports their effective and efficient use of service catalog information;     4) Ensure that the service catalog supports the evolving needs of all other Service Management processes for service catalog information, including all 

interface and dependency information;     5) Ensure the availability of access or customers to order services

SAIC’s Service Catalog Management follows industry standards of ensuring that information in the catalog is accurate and has current detailed information to support the evolving needs of all Service Management processes including all interface and dependency information.          The scope of the Service Catalog 

Management process is to provide and maintain accurate information on all services being transitioned, or have been transitioned to the live environment.         The services presented in the service catalog may be listed individually or, more typically, some or all of the services may be presented in the form of 

service packages (see SMM document 4.1.2 Service Strategy for information about service packages).

SMM 4.1.3.3 – Service Level Management (SVLM)

To ensure current and future IT services needed by VITA and its customers are delivered with agreed achievable targets.           This will be achieved through negotiating  , monitoring and reporting, reviewing IT services, and constantly improving on the level of service delivered.           Service Level Management 

(SVLM) promotes cost-effective service quality by aligning services delivered by the Service Tower Suppliers (STS) inlcuding MSI to the business requirements of VITA.          The scope of the SVLM process includes the activities and responsibilities to implement and manage compliance reporting and performance 

management for agreed upon Service Level metrics and Operating Level Measures for all STSs and the MSI, including:   1) Critical Service Levels (CSLs);     2) Key Measurements (KMs);     3) Operational Level Measures (OLMs).           This procedure applies to all existing IT services delivered to the business and 

new or changed services that are planned for delivery.

SMM 4.1.3.4 – Availability Management (AVLM)

AVLM's goal is to ensure service availability is delivered in all services that meets or exceeds current and future agreed needs of the business in a cost-effective manner.           AVLM defines, analyzes, plans, measures, and improves all aspects of the availability of IT services, ensuring all IT infrastructure, 

processes, tools, roles, etc. are appropriate for the agreed availability service level targets.          AVLM objectives are:   1) Produce and maintain an appropriate and up-to-date Availability Plan which reflects the current and future needs of VITA and the Virginia Commonwealth Agencies;     2) Provide advice and 

guidance to all other areas of VITA and the Virginia Commonwealth Agencies and IT on all availability-related issues;     3) Ensure service availability achievements meet all their agreed targets by managing services and resources-related availability performance;     4) Assist with the diagnosis and resolution of 

availability-related incidents and problems;     5) Assess the impact of all changes on the Availability Plan and the availability of all services and resources;     6) Identify and propose proactive measures to improve the availability of services are implemented wherever it is cost-justifiable to do so.          AVLM scope 

covers the design, implementation, measurement, management, and improvement of IT service and component availability.         AVLM commences as soon as availability requirements for an IT service have been identified.          AVLM is an ongoing process, finishing only when the IT service is decommissioned or 

retired

SMM 4.1.3.5 – IT Service Continuity Management

Support the overall Business Continuity Management (BCM) process by managing the risks that could seriously affect IT services to ensure IT service providers can always provide minimum agreed upon business continuity-related service levels.          In support of, and in alignment with the BCM process, ITSCM 

uses formal risk assessment and management techniques to:   1) Reduce risks to IT services to agreed acceptable levels;     2) Plan and prepare and test for the recovery of the overall Business Continuity and ITSC Recovery processes.          ITSCM objectives are:   1) Produce and maintain a set of IT service 

continuity plans which support the overall business continuity plans of VITA, the Virginia Commonwealth Agencies and STS;     2) Complete regular Business Impact Analysis (BIA) exercises to ensure all continuity plans are maintained in line with changing business impacts and requirements;     3) Conduct regular 

risk assessment and management exercises to manage IT services within an agreed level of business risk in conjunction with VITA, the Virginia Commonwealth Agencies and STS and the Availability Management and Information Security Management processes;     4) Provide advice and guidance to all other areas 

of VITA and Virginia Commonwealth Agencies on all continuity-related issues;     5) Ensure appropriate continuity mechanisms are put in place to meet or exceed the agreed business continuity targets with continuous alignment between BCP and an integrated ITISP;     6) Assess the impact of all changes on the IT 

service continuity plans and supporting methods and procedures;     7) Ensure proactive measures to improve the availability of services are implemented wherever it is cost-justifiable to do so;     8) Negotiate contracts with suppliers for the provision of the necessary recovery capability to support all continuity plans 

in conjunction with the supplier management process;     9) Provide advice and guidance to all STS on all continuity-related issues.          The IT Service Continuity Management’s scope includes the processes, systems, and functions to support overall Business Continuity and ITSC Recovery processes.          

ITSCM provides for the plans which support the rapid and orderly restoral of IT services.           ITSCM focuses on those events the business considers significant enough to be treated as a ‘disaster’

SMM 4.1.3.6 – Capacity Management (CAPM)

To ensure the capacity of IT services and IT infrastructure meet agreed capacity and performance-related reqs in a cost-effective and timely manner, CAPM will include:   1) Human Resources;     2) Mainframe;     3) Server;     4) Message and Directory Services;     5) backup and storage;     6) voice and video;     7) 

networking;     8) facilities;     9) service continuity;     10) disaster recovery;     11) security infrastructure.          CAPM objectives are:   1) Produce and maintain an appropriate and up-to-date Capacity Plan, which reflects the current and future needs of VITA and COV Agencies;     2) Provide advice and guidance to 

all other areas of VITA and COV Agencies, and IT on all capacity and performance related issues;     3) Ensure service performance achievements meet all of their agreed targets by managing the performance and capacity of both services and resources;     4) Assist with the diagnosis and resolution of performance 

and capacity related incidents and problems;     5) Assess the impact of all changes on the Capacity Plan, and the performance and capacity of all services and resources;     6) Ensure proactive measures to improve performance of services are implemented wherever it is cost justifiable to do so.          CAPM will be 

the focal point for all IT performance and capacity issues.           CAPM will encompass all areas of technology, both hardware and software, for all IT technology components and environments.          CAPM will also consider space planning and environmental systems capacity.          Service strategy plans will be 

helpful for CAPM by identifying the timing for acquiring and implementing new technologies, hardware, and software.

SMM 4.1.3.7 – Security Management

Security Management will encompass processes deployed across all Service Tower Suppliers, which are designed to:   1) maintain approved security measures;     2) evaluate and identify deficiencies;     3) contain, eradicate, and restore services in the event of a security incident in conjunction and coordination with 

the MSS and other STS;     4) minimize disruption to COV Customers;     5) aim for best levels of confidentiality, integrity, and availability for data entrusted to the service providers.         Overall performance of security management will promote complete, transparent, and auditable delivery of service, while 

establishing clear communications to achieve the highest level of user satisfaction permissible.

SMM 4.1.3.8 – Risk Management (RSKM)

a

SMM 4.1.3.9 – Supplier Management (SUPM)

Enables efficient and effective MSI Environment operation by providing a management POC and oversight for SAIC with each Service Tower Supplier (STS).          The dedicated Supplier Manager (SM) is responsible for this function across the program, supported by Business Relationship Managers (BRMs) who 

will be assigned to corresponding STS Management operations.           The Supplier will manage the integrated delivery of Service Tower Services by the Service Tower Suppliers (STS) in the best interests of the Commonwealth.           The Supplier Management (SM) processes and responsibilities described in this 

section are as follows:   1) Supplier Management will share oversight of Service Tower Suppliers (STS) with VITA and ITISP Governance.  However, contracts will be established and owned by VITA;     1a) Supplier will establish OLA with Service Tower Suppliers;     1b) Supplier will collect and report service level 

and key measure details from STS;     2) Supplier Management will work with STS where VITA or Customers report that Customers are experiencing performance problems;     3) Supplier Management will establish acceptable methods of communication with STS and Third Party vendors to plan, resolve issues, 

mitigate risks, and resolve disputes;     4) Supplier Management will report to VITA and ITSP Governance the status of projects, issues, risks and disputes;     5) Supplier Management will maintain the portfolio of projects and the involvement of STSs in those projects;     6) Supplier Management may recommend 

replacement or addition of STSs and work with VITA to develop requests for proposals (RFP);     7) Supplier Management will coordinate the development of new and changed (significant changes) services with STS;     8) Supplier Management will monitor business changes in the STS organizations and identify 

impact on the ITISP and report those to VITA;     9) Supplier Management will work in conjunction with VITA Customer Account Managers (CAMs) and SAIC Business Relationship Managers (BRMs) to identify Demand Requests and coordinating resource requirements with STSs;     10) Supplier Management will 

act as a management escalation point for service delivery and performance issues with assigned suppliers;     11) Supplier Management coordinates supplier technology and new service offering proposals;     12) Supplier Management ensures that STS services are available as requested by VITA and Customers 

as agreed to service levels and are performed in accordane with established OLAs;     13) Supplier Management will consolidate requirements for strategy and design of new external services, scanning the market for potential providers, negotiating with the selected supplier, and assisting in the on-boarding of 

external suppliers and service roll-out to customers;     14) Supplier Management is responsible for working in tandem with the BRMs in ensuring that value of services obtained from all STSs meets or exceeds Customers’ expectations;     15) Supplier Management will work with any new proposed Service Provider 

in development of contractual SOW for consideration by VITA;     16) Supplier Management will perform management and oversight of service delivery, including escalation when OLA and/or SLAs are in danger of breach;     17) Supplier management will act as an escalation point for Major incidents;     18) Supplier 

Management oversees progress on relevant Continual Service Improvement initiatives;     19) Supplier Management coordinates audit activities and oversite of remediation action plans.
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